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1 SUMMARY 

Fur th er an d subject to  th e General Terms and 

Co n dit ions o f Sup p ly (h ttps://hello.global.ntt/en-

us /l egal/terms-and-condit ions)  ( “General Terms  

an d  Co n dit ions” ) an d  th ese AI Translation 

Pl atfo rm Service Sp ecif ic Terms and Conditions 

( “Sp ecif ic Terms  an d  Co n dit ions” ) co llectively 

( th e “Terms an d Co nditions”) set o ut terms  an d 

co ndit ions applicable to NTT’s provision of the AI 

Tran slation Pl atfo rm wh ere such service is  

n amed  i n  an  ap p licable Ord er Fo rm. All  

cap i talized terms  used  but n o t d efined h erein 

sh al l h ave mean ings ass i gned to  th em i n  the 

Gen eral Terms  and Condit ions.  

2 INTERPRETATION  

 

2.1 Def initions. In  th ese Co nditions, the following 

d efi nit ions apply:  

(a) “Authenticat ion Information ” h as  the 

mean i ng set forth i n Section 2.2.1. 

(b) “Basic Plan ”  mean s  a Pl an  o f the 

Serv i ce prov ided with a series of shared 

tran s lation engine servers. 

(c ) “Business Plan ”  mean s  a Pl an  o f the 

Serv i ce p ro vided wi th  a ser i es of 

exc l usive trans lation en gine servers per 

Cl i ent wi th exc lusive l earning an d other 

cus tomization an d  sh ared translation 

en g ine servers wh i ch p ro vide a front 

server and a tex t ex trac tion func tion. 

(d) “Business Days ” means a day on which 

th e c learing banks are open for business 

i n  th e City  of London;.  

(e) “Charges” mean s th e amo unts p ayable 

to  NTT fo r  use o f th e Serv ice as  s tated 

i n  th e Order Form.  

( f) “Claim ”  mean s ( i )  al l  d ebts , l i abilities, 

an d  o bligations, ( i i) al l l osses, d amages 

( i n cluding wi th out l i mitation, 

co n sequential an d  p un it ive d amages), 

j ud gements, awards, settlements, costs, 

an d  exp en ses ( i n cluding, without 

l i mi tation, i n terest, p en alt ies, court 

co s ts, an d reasonable  p rofessional fees 

an d  exp enses), an y  ( i ii) al l  d emands, 

c l ai ms, sui ts, ac ti ons co st of  

i n vestigation, causes  o f action, 

p ro ceedings an d assessments, whether 

o r  n ot determined ult imately to be valid.  

 

 

 

 

 

(g) “Contracts and Legal Model Option ” means an 

o p tion for every Pl an wh ich provides a translating 

en g ine specialized in translation of contracts and 

l eg al documents.  

(h) “Enterprise Plan ”  mean s a Pl an  o f th e Service 

p ro vides  a series o f exclusive translation engine 

servers per Client with exclusive learning, a front 

server, tex t ex traction fun c tion an d  o ther 

cus tomization.  

(i) “Mult ilingual Option”  means an option for every 

Pl an  which p rovides a mul ti- language translating 

serv ice i n  ad d ition to  th e s tan dard l anguage 

tran s lating service.  

(j) “NTT Equipment” means any equipment owned, 

l eased o r p rovided by  NTT for the provision of the 

Serv i ce.  

(k ) “One-Year-Contract” mean s  th e p er iod o f 12 

mo n ths fro m an d  i n c luding th e Serv i ce Start 

Date. 

(l) “Order Form ” means an order form submitted by 

Cl i ent that i s accepted by NTT, and that specifies 

th e Serv ice, Charges, Excess  Charges and other 

serv ice-specif ic terms  an d  co ndit ions to  be 

p ro vided by  NTT to  Cl i en t.  Al l  n ecessary 

i n formation for  ordering the Service shall be filled 

i n  o n the Order  Form by  Client.  

(m) “Plan ”  mean s  ei ther th e Bas i c  Pl an , Business 

Pl an  o r En terprise Pl an.  

(n) “Requested Service Start Date ” means  the date 

at wh i ch th e Cl i ent requests to  s tar t to  use the 

Serv i ce as  specif ied in the Order Form.  

(o) “Service”  mean s  th e AI Tran slation Pl atform 

serv ice p rovided by NTT.  

(p) “Service Start Date” means the date the Service 

i s  co mpleted an d ready fo r Cl i ent to  use (which 

sh al l be d etermined by  NTT sending an email to 

Cl i ent’s nominated representative informing them 

th at th e COTOHA i s ready for  the Cl ient to use). 

(q) ”Service Start  Not if ication ” mean s  the 

n o tif ication o f th e Auth en tication In formation 

wh i ch NTT sends to the Client. 

(r ) “Three-Year-Contract ” mean s a p er iod o f 36 

mo n ths fro m an d  i n c luding th e Serv i ce Start 

Date. 

(s ) “VPN Connect ion Opt ion” mean s an  o ption for 

Bus i n ess Pl an  an d  En terprise Pl an  which 
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co nnects to  th e Serv i ce v i a Arcs tar  Un iversal 

On e. 

 

3 SERVICE 

 

3.1 Service Provision.   

(a) NTT sh all p rovide Client with the Service 

as  set fo r th i n the applicable Order Form. 

3.2 Security – Authentication Information.   

(a) NTT sh all notify Client o f the login ID and 

o th er n ecessary i n formation to  use the 

Serv i ce ( “Authentication Information”).  

(b) Cl i ent sh all be resp onsible for  

mai n taining th e co n fidentiality o f the 

Auth en tication Information at all t imes.  

(c ) NTT sh all not be l iable fo r any d amages 

o r  l osses ( whether direct and/or indirect) 

i n curred by Cl ient caused by any  leak of 

Auth en tication In fo rmation to  a third 

p ar ty  i f  the l eak eman ated o r o riginated 

(wh ether i n whole o r i n p art) from Client 

o r  i f  th e l eak  d id not come d irectly from 

NTT.  

(d) Cl i ent sh al l be resp ons ible fo r  any  

d amag es o r  l o sses (wh ether d irect 

an d /or i n direc t) i n curred by  NTT o r  a 

th i rd p arty caused by  Client’s i nadequate 

safekeeping o f Auth entication 

In fo rmation o r  mi suse o f Auth entication 

In fo rmation o r  an y  d i sc losure of 

Auth en tication In formation (wh ether  by  

l o ss o r  o therwise)  to  an y un authorised 

th i rd p arties.  

(e) In  case the Authentication Information is 

d i sclosed to an  unauthor ised third party, 

o r  Cl i ent beco mes aware of 

un authorised use o f th e Serv i ce, Client 

sh al l p romptly n o tify NTT th ereof and, 

Cl i ent sh all p ro mptly  fo l low any  

i n s tructions wh i ch NTT may  g i ve to  

Cl i ent. 

3.3 Suspension  

(a) W i thout prejudice to 4.3 (Termination by  

NTT)  an d  4.4 (Termi nation for  

Di scontinuance)  o f th e Sp ec ific Terms 

an d  Condit ions, NTT may restrict access 

to  th e wh ole, o r an y p art, o f the Service 

i n  i ts  so l e d i scretion, wi th  i mmediate 

effec t i n the event that: 

(i) Such  suspension i s n ecessary for any 

sch eduled mai n tenance or  

un scheduled maintenance. NTT shall 

en d eavor to  g i ve as  much  n o tice as  

reasonably p ossible, car ry o ut such 

rep ai r o r  mai ntenance wo rk at t imes  

ag reed wi th  Cl i ent, an d  make 

reasonable commercial efforts to limit 

an y  an d all disruption to the Service; 

(ii) NTT n eed s to  car ry o ut any  

emerg ency maintenance o r repairs to 

an y  p ar t o f NTT Eq ui p ment o r  other 

i n fras tructure used  to  p ro vide the 

Serv i ce;  

(iii) NTT i s  req uired to  d o  so  in  

co mp liance wi th an y ap plicable law, 

reg ul ation, o rder, l icence, instruction 

o r  req uest o f Go vernment o r  any  

reg ul atory bo d y, ad ministrative 

auth o rity, o r emergency serv ice;  

(iv ) th e susp ension o r  termi nation of 

serv ice p rovided by  a th i rd p arty to  

NTT th at mater ially adversely affects 

th e abi l ity o f NTT to  p ro vide the 

Serv i ce; or 

(v ) NTT bel i eves p rov iding th e Service 

co uld c reate a subs tantial technical 

burd en o r  mater i al security r i sk to  

NTT. 

(b) W i thout p rejudice to  4.3 (Termination of 

NTT)  an d  4.4 (Termi nation for  

Di scontinuance)  o f th e Sp ec ific Terms 

an d  Co ndit ions, NTT may  suspend  the 

r i g ht to  access o r  use al l o r  an y part of 

th e Serv i ce i n  i ts  so l e d i scretion, with 

i mmed iate effect in the event that: 

(i) Cl i ent i s  i n  mater i al breach o f this  

Ag reement, i ncluding but n ot limited 

to  an y  fai l ure to  p ay  an y  Charges 

wh en  due; o r 

(ii) Cl i ent’s use o f o r  registration for the 

Serv i ce ( i)  poses a security risk to  the 

Serv i ce o r any  third p ar ty, o r (ii) may  

ad versely impact the Service. 

(c ) NTT wi l l use i ts  reasonable endeavours 

to  g ive as much notice of the suspension 

p ursuant to  Sec ti on 2.3.1 an d  Section 

2.3.2 as  i s  reasonably p o ssible i n  the 

c i rcumstances.  

(d) In  th e event th e suspension i s triggered 

un d er c l ause 2.3.2, Cl i ent wi l l  remain 

resp ons ible fo r  al l  Ch arges i n curred 

th rough the date of suspension including 

an y  applicable fees  and Charges for any 

Serv i ce to which NTT continues to  have 

access, as  wel l  as  ap p licable d ata 

s to rage fees an d charges, and fees  and 

ch arges  fo r i n -process tasks completed 

after  th e date o f Suspension. 

4 CHARGES AND PAYMENT  

4.1 Charges  

Ch arges sh all be set fo r th i n  th e Ord er Form 

subj ec t to Appendix 1 “Schedule of Fees” . 
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4.2 Payment  

(a) No twi thstanding Cl ause 7 (Pr ice and  

Paymen t) i n  th e Gen eral Terms  and  

Co n dit ions, billing s tarts on the first (1st) 

d ay  o f th e n ex t mo n th to  wh i ch the 

Serv i ce Star t Date bel o ngs an d  will  

co n tinue un til th e l as t d ay  o f the month 

o n  wh i ch th e ap p licable Ord e r Form 

termi nates . 

 

(b) Excep t as  o th erwise sp ecif ied i n  the 

Ord er Form, the monthly Charges will be 

set fo r th i n Ap pendix 1. Cl i ent shall pay 

th e wh o le amo unt o f the Ch arges. Even 

i f NTT suspends the Service fo r a reason 

set o ut un der Sec tion 2.3.2, Client shall 

co n tinue to  be l i abl e fo r  th e p ayment 

d ur i ng such suspension.  

 

5 TERM 

 

5.1 Term 

 

NTT sh al l p rovide th e Serv ice to  Cl ient on the 

Serv i ce Star t Date i n  accordance wi th  the 

ap p licable Order  Form and such Order  Form will 

remai n i n effect until termination.  

 

5.2 Minimum Contract Term  

(a) Un l ess o th erwise sp ec if ied i n  the 

ap p licable Order Fo rm, th e Client shall 

be l i able to  p ay fo r the Service for  the 

mi n i mum term set fo r th i n  Ap pendix 1 

( "Minimum Contract  Term ") . 

(b) No twi thstanding any o ther provision, for 

each  Order Form th at i s  terminated for 

an y   reason prior to i ts Minimum Contract 

Term, th e Cl i ent sh al l p ay  to  NTT all  

amo un ts d ue th rough to  th e termination 

d ate, wh ether  or n ot such amounts have 

been  bi l led before such termination date.  

(c ) Un l ess o therwise s tated i n the applicable 

Ord er Fo rm, th e termi nation fee shall 

eq ual  one h undred percent (100%) of the 

ag g regate mo n thly r ecur ring Ch arges 

( i n cluding an y applicable taxes, charges, 

d uti es, an d fees , surcharges, o r  s imilar 

l i abi lities) fo r  th e remainder  o f th e term 

th en  i n  effect fo r th e rel evant Service, 

i n c luding an y ch arges i mposed by  third 

p ar ties.  

5.3 Terminat ion by NTT  

(a) NTT may  termi n ate an y  Ord er Form 

an d /or th e supply  o f an y  Serv ice under 

an  Ord er Fo rm, at an y  t i me o n  written 

n o tice to  Cl ient wi th i mmediate effect in 

th e event that;  

(b) Cl i ent fai ls to  p ay  an  i n voice wh en due 

(an d  such i n voice remains un paid for a 

p er i od o f 10 d ays after  NTT h as given 

n o tice to  th e Cl i ent th at i t  h as  fai led to  

p ay  i ts invoice on t i me);  

(c ) Cl i ent d o es n o t retai n th e n ecessary 

l i cences o r  auth orizations req uired by  

l aw to  use the Service;  

(d) wi th  reasonable n o tice to  Cl i ent, if  the 

Serv i ce can  n o  l o nger be p rov ided by  

NTT; an d/or  

(e) th ere i s  an y  i n troduction o r  prospective 

i n troduction o f o r  an y  ch an ges i n  any  

l eg i slation, reg ulation, o rder, policy, 

rul e, g ui deline o r  d i rective (wh ether or  

n o t h aving th e fo rce of l aw and including, 

wi th out l i mi tation, an y  d i rective or  

req uest i s sued un der  any  l egislation)  or 

i n  th e i n terpretation o r  application 

th ereof by  an y co urt, g overnment body, 

reg ul atory authority o r o ther  competent 

auth o rity. 

 

5.4 Terminat ion for Discontinuance 

(a) NTT may  d i scontinue th e Serv ice in  

wh o le o r  i n  p art up on 90 (n inety) days’ 

n o tice. 

(b) NTT may  ch ange o r remo ve features  or 

fun c tionality o f th e Serv ice (a “Service 

Ch an ge” ) from ti me to  t i me wi th  effect 

wh en  p o sted o n  (h ttps://ntt-

i n s ight.com/resources/PDF/Legal-

Do cuments/) p ro vided such a Service 

Ch an ge d oes  not mater ially degrade the 

Serv i ce.  

(c ) NTT DISCLAIMS ANY LIABILITY 

ARISING FROM THE TERMINATION OF 

THE SERVICE OR A FEATURE OF THE 

SERVICE PURSUANT TO THIS 

SECTION 5.2 (TERMINATION FOR 

DISCONTINUANCE) . 

5.5 Changes to the Service Condit ions  

(a) NTT may  from time to t ime amend these 

Sp ec i fic Terms  an d Co ndit ions . In  such 

case, th e p rovisions o f th e Service shall 

be subj ect to  th e amen d ed Sp ecific 

Terms  and Conditions.  

(b) In  case o f an y  amen d ment to  the 

Sp ec i fic Terms  an d  Co n ditions, NTT 

sh al l  p ost such amended Specif ic Terms 

an d  Co n ditions o n  (h ttps://ntt-

i n s ight.com/page/legal_documents.php)

. 

(c ) If th e Cl i ent use th e Serv ice an d/or pay 

th e Ch arges, such use and/or payment 
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wi l l  be d eemed  acceptance and the 

Ch arges an d  th e p ro visions o f the 

Serv i ce wi ll be subject to  th e amended 

Sp ec i fic Terms and Conditions.  

5.6 Non-Guarantee of the Data  

(a) NTT d o es n o t g uarantee, war rant, 

rep resent o r  g i ve an y  assurances 

(wh ether i n  wr i t ing o r  o th erwise) in  

rel ation to  o r  i n  co nnection wi th  the 

i n tegrity, accuracy, co mpleteness, 

avai l ability an d/or co ntinuity o f th e data 

p ro vided i n or by  the Service.  

(b) NTT d o es n o t g uarantee, war rant, 

rep resent o r  g i ve an y  assurances 

(wh ether in writ ing o r otherwise) that the 

d ata p rov ided in o r by  the Service is error 

free. 

(c ) NTT d o es n o t g uarantee th e resul ts of 

th e Serv i ce an d  NTT wi l l  n o t be 

resp ons ible o r l iable fo r the results  of the 

Serv i ce.  

(d) If d ata s tored o n NTT Equipment is lost, 

d amag ed  o r d ivulged, o r used for any 

p urpose o ther th an th e intended purpose 

o wi ng to  i ts  l o ss, d amage, l eakage or  

an y  o ther reason, NTT shall not be liable 

fo r  an y  d i rect o r  i n d irect d amages 

suffered by  Cl ient o r a th ird p arty as  a 

resul t thereof, un less th e d amages are 

caused by  wi l ful mi sconduc t o r  gross 

n eg ligence o n  th e p ar t o f NTT. Client  

sh al l en sure i t makes  appropria te back-

up s  o f its necessary d ata.  

5.7 Non-Guarantee of the Data  

Cl i ent sh all i n d emnify an d  h o ld NTT an d  its  

subcontractors an d  th ei r resp ective d irectors, 

o ff i cers,  emp l oyees,  co ntractors, ag ents  and  

Cl i ents (each  an  " In demnified Person(s)") 

h arml ess from an d  ag ainst an y o r  al l  Cl aims 

ar i s ing, d i rectly o r  i n directly, o ut o f: ( I)  any  

breach by  Client o f i ts obligations  hereunder, (II) 

an y  n eg ligent, fraudulent, o r  wi l ful act or  

o mi ssion by  Cl i ent i n us ing th e Service ( III) any 

use o f th e Serv ice by  any en tity o r p erson access 

Cl i ent, ( IV)  an y  Cl i ent eq uipment, o r  (V)  the 

co n tent o f the i nformation, the d ata, software, or 

o th er material provided by Client.   

5.8 Limitation of L iability  

(a) THE LIMITATIONS AND EXCLUSIONS 

OF LIABILITY AS SET OUT IN CLAUSE 

9.2 OF THE GENERAL TERMS AND 

CONDITIONS SHALL APPLY.  

 

(b) No twi thstanding c l ause 9.2 o f the 

Gen eral Terms an d Co ndit ions, i f  NTT 

fai l s  to p rovide the Serv ice fo r a reason 

so l ely attr i butable to  NTT an d  where 

such  Service unavailability  continues for 

a p er i od o f twen ty -four (24)  h o urs or  

mo re fro m th e t i me wh en  NTT 

ackn owledges such un availability, NTT 

sh al l refund the p roportionate amount of 

th e ch arges p aid by  th e Cl i ent for  the 

p er i od such unavailability continues 

 

(c ) In  th e case o f the p receding p aragraph, 

NTT sh al l calculate th e n umber  of days 

wh en  th e Serv ice i s  to tally un available 

by  d i viding the number  of hours from the 

t i me wh en  NTT fi rs t n o tices the 

un availability to  th e t i me wh en  the 

p ro vision o f Serv ice co mmences again 

by  twen ty-four (24)  (any fraction shall be 

ro unded d o wn). Th i s refun d wi l l  the 

Cl i ent’s so le an d exc lusive remedy for  

th e un availability o f the Service. 

5.9 Client  Obligations 

(a) Cl i ent shall:  

(i) p ro mptly p rovide NTT wi th all  co -

o p eration, ass i stance and  

i n formation as  NTT may  require 

fro m ti me to t ime (with NTT acting 

reasonably) i n  rel ati on to  the 

p ro vision of the Service and these 

Sp ec i fic Terms and Conditions;  

(ii) p ro mptly fo l low al l  o f NTT's  

i n s tructions an d d irections from time 

to  t i me i n  rel ation to  th e p roper  and 

auth o rised use o f th e Serv i ce and  

co mp liance with these Specif ic Terms 

an d  Conditions; and 

(iii) n o t h i nder , d el ay o r  p revent in  any  

way  NTT fro m p roviding th e Service 

i n  acco rdance wi th an d  subj ect to  

th ese Specif ic Terms and Conditions.  

 

(b) Cl i ent shall meet the following o bligations:  

(i) Cl i ent sh all uti l ize th e Serv i ce i n  the 

o p erating en v ironment o r  i n compliance 

wi th  th e sys tem req uirement th at NTT 

sp ec ifies. NTT shall not be liable for any 

resul ts attributable to  events or incidents 

caused by  th e use o f th e Service under 

co ndit ions n ot i n  co mpliance wi th  the 

req ui rements that NTT specif ies; and  

(ii) Cl i ent sh al l n o t co n duc t an y  o f the 

fo l lowing ac ts  in using the Service:  

a. An y  ac t th at i n fr inges o n  or  is  

l i kely to  i n fringe o n  i n tellectual 

p ro per ty r i g hts (p atent r ights, 

uti l ity mo dels , copyrights, design 
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r i g hts , trademark r ights, etc.) of 

NTT o r  r ights o f o thers;  

b. An y  ac t th at tran smits  o r  uses  

h armful computer programs, etc., 

o r  l eaves  such h armful computer 

p ro grams  in a s tate where others 

can  access th em o r  wh ere they 

can  d o harm to others;  

c . An y  ac t th at p revents, hinders or 

o bs tructs (o r  i n  NTT's  opinion 

ac ti ng reasonably i s  l i kely to  

p revent, h inder o r  o bs truct)  the 

use o r  o p erations o f th e Service 

p ro vided by  NTT an d/or used by  

o th ers;  

d. An y  o ther  act deemed by NTT (in 

NTT's  abso lute an d  sole 

d i scretion) as  i n terfering with  

p ubl ic o rder o r  mo rals or  

s i g nificantly i n fr inging o n  the 

r i g hts  of others; and/or  

e. An y  ac ts o r omissions that will or 

are l i kely to  ( i n  NTT's  opinion 

ac ti ng reasonably ) g i ve r ise to  

an y  d emands, Cl aims o r  actions 

ag ai nst NTT o r  g i ve r i se to  or  

l ead  to  an y  l i ability, d amages  or 

l o sses (o f wh atever n ature) for  

NTT.   

(c ) Cl i ent represents  and war rants that: 

(i) i t  i s  d ul y  o rganized an d val idly existing 

an d  i n  g ood s tanding un der th e l aws of 

i ts  fo rmation; 

(ii) i t  h as  full power and authority  to execute, 

d el i ver  and p er form i ts o bligations under 

an y  Ord er Fo rm, an d  h as  taken  all  

n ecessary co rporate ac tion required to  

execute, d el iver  an d  p er form its  

o bl igations un der an y Order Fo rm, and 

th i s  co n stitutes th e l eg al, val id and  

bi n ding o bl igations o f Client, 

en fo rceable i n accordance with i ts terms; 

(iii) th e execution, d elivery and performance 

o f an y  Ord er Fo rm by  Cl i ent are not 

p ro hibited o r  restricted by  any provision 

o r   d o es n ot v i olate an y ag reement or  

co mmi tment, th e o rg anizational 

d o cuments  o r  an y  o rder, d ec ree or  

j ud gment o f an y  co ur t, tr i bunal or  

g o vernmental author ity bi nding on i t.  

(iv ) i t  i s  n o t an y  en ti ty o r  p erson having 

rel ation to  th e mi l i tary, th e mi l itary 

i n d ustry, an y  o rg anization es tablished 

fo r  th e p urpose o f n ational d efence or  

secur ity i n c luding, th e p olice and  

i n telligence o ff ice, an y en tity or person 

p ro ducing arms o r  which h as previously 

p ro duced or  developed weapons o f mass 

d es truction such as mi ssiles.  

 

(d)  Th e Cl ient will not:  

 

(i) i n fr inge th e copy rights o r o ther rights of 

NTT o r  a third p arty . 

(ii)   fal s i fy  or  delete the data of NTT or a third 

p ar ty  accessible through the Service.  

(iii) i mp ersonate a th i rd p ar ty to  use the 

Serv i ce.  

(iv ) i n tentionally sen d harmful computer  

p ro grams . 

(v ) access to  NTT’s  fac i lit ies wi thout any  

auth o rization an d d o n o t en gage in any  

ac t th at may  i n ter fere wi th th eir use or  

o p eration.  

(vi ) co l lect th e p ersonal i nformation o f a third 

p ar ty  wi thout o btai ning th e consent of 

th e p erson o r by fraudulent means. 

(vii ) sh are-use of IDs that are prohibited to be 

used  by  mo re th an  o n e p erson in  

Ap p endix 1.  

(viii ) v i o late th e US Fo reign Exch ange and  

Fo reign Trade Ac t an d related l aws and 

reg ul ations  ( "Laws  an d  Ordinances"), 

th e U.S. Exp o rt Ad ministration 

Reg ul ations ( “EAR”) an d  rel ated laws  

an d  regulations, as  well as  export control 

l aws  an d  reg ul ations o f export 

d es tinations.  

(ix ) use th e Serv i ce fo r  an y p urpose other  

th an  those set forth i n Section 2.  

(x ) d i rectly o r i ndirectly  use th e d ata output 

by  th i s serv i ce as  l earn ing d ata for  

mach ine l earning. 

(xi ) en g age i n ac ts  th at are ag ai nst laws  or  

reg ul ations , th i s Ag reement o r  p ublic 

o rd er and morals, acts that interfere with 

th e o peration of the Service or any other  

serv ice, acts that i mpair the credibility of 

NTT, o r  ac ts that are disadvantageous to  

NTT o r  any third p ar ty.  

(xii ) en g age in o ther  acts th at may  fall under  

an y  o f th e p rec eding i tems o r  similar  

ac ts .  

 

(e) In  th e event that NTT Equipment are damaged 

i n  v i olation o f th e p rovis ions o f the preceding 

p aragraph, Cl ient shall p ay expenses required 

fo r  rep airs an d  o th er  wo rks by  th e d ate 

d es ignated by  NTT. 

( f) NTT sh all n ot be l i able fo r any  damage incurred 

by  Cl i ent o r  an y  o ther p ar ties as  a result of 

Cl i ent's  breach o f i ts  o bl igations un d er this 

c l ause. Ho wever, th is sh all n ot ap ply i f  such 
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breach o f o bl igations i s  based  o n i nstructions 

p ro vided by  NTT. 

(g) Cl i ent sh al l be resp onsible to  man ag e the 

Auth en tication In fo rmation fo r  th e Service 

i ssued by  NTT to  Cl i ent an d sh all n ot divulge 

th e contents of such Authentication Information 

to  a th i rd p ar ty wi thout p roper reason. If NTT 

co n firms  th at th e Auth en tication In f o rmation 

match ing th ose sup plied by  NTT, i t  sh all be 

d eemed  that the Client used the Service. 

(h) In  th e event that NTT d eems that Client is in 

v i o lation o f th e p ro visions o f th e p receding 

p aragraph an d causes o r  i s  l i kely to  cause 

ser i ous hindrance to NTT’s  bus iness pertaining 

to  th e Service o r NTT Eq uipment, NTT has the 

r i g ht to  take n ecessary measures  such  as  

res tr ict ing access of Client to the Service. NTT 

sh al l n ot be l i able for  an y d amage i ncurred by  

th e Cl ient as a result of these ac tions.  

 

6. DATA PROTECTION 

 

6.1 Th e Service potentially allows a Client to register 

i ts  IP ad dress from Japan, and the countries and 

th e ter r i tories set fo r th i n  Ap p endix 3, p rovided 

th at an  auth orised user  h as th e In ternet access 

an d  valid Authentication Information, accordingly 

i f  p ersonal d ata (as  d efined i n the EU General 

Data Pro tec tion Reg ulation 2016/679 ( “GDPR”)) 

i s  accessible this wi ll constitute d ata processing 

an d  maybe p ro hibited. Cl i en t th erefore 

ackn owledges an d ag rees th at i t  wi ll be solely 

resp ons ible for  controlling access to  the Service 

an d  content therein. 

6.2 Bo th  Par ti es sh all comply wi th th eir respective 

o bl igations un der GDPR an d/or an alogous local 

Data Pr i vacy l aws, such as  without l imitation the 

Data Pro tection Ac t 2018 ( “Privacy  Laws” ).  

6.3 Cl i ent sh al l d efen d, i n demnify an d  keep  

i n d emnified NTT fro m an y  l o sses, l i abilities, 

co s ts ( i n cluding reasonable l eg al costs), 

ch arges , exp enses, d i sbursements , actions, 

p ro ceedings, Cl ai ms, d eman ds an d  d amages 

( i n cluding the amo unt of d amages awarded by  a 

co ur t o f co mpetent j ur isdiction)  ar i sing from a 

fai l ure to  co mply wi th such Pr i vacy Laws  whilst 

us i ng the Service.  

6.4 Cl i ent acknowledges th at so me o f th e NTT 

Eq ui pment, an d th ose o f i ts  subcontractors, in  

wh o le or  in part, and the Service may be located 

i n  Jap an, th e Un i ted States  o f America, 

Si n g apore, Mal aysia an d In dia an d such other 

l o cations as  may  be n o ti fied to  Cl ient from time 

to  t i me. Client hereby irrevocably consents to the 

tran s fer o f th e n ame, e-mail ad dress and phone 

n umber  o f Cl i ent’s contact p ersonnel to  and  

access to these personal data from (i)  Japan, the 

Un i ted States , Si n gapore, Mal aysia and  India 

an d  ( ii)  any j ur isdictions i n respect of which NTT 

h as  p ro vided n o tice to  Cl i ent an d  h as  not 

recei ved wr i tten n o tice o f o bj ections  th ereto 

wi th in one (1)  month of NTT g iving notice. 

 

 

7. INTELLECTUAL PROPERTY 

 

7.1 W i thout p rejudice to  th e Gen eral Terms  and  

Co n dit ions, Client acknowledges  and agrees the 

fo l lowing sub-clauses;  

(a) Un l ess o therwise stated, any i ntellectual 

p ro per ty r i ghts ar i sing i n  respect of the 

Serv i ce's d es ign, tex t, g raphics, its  

sel ec tion and ar rangement, software and 

al l  o th er mater ial o n  o r  i n  th e Service 

bel o ng to  NTT o r  an y  th i rd p ar ty which 

d es ignated by  NTT. 

(b) Co p ying o r  use o f such  i n tellectual 

p ro per ty r i g hts o r  so ftware is  not 

p ermi tted wi thout th e p r ior  approval of 

NTT. 

 

8. UTILIZATION OF DATA  

 

8.1 Fo r  th e p urp oses o f NTT Eq uipment  

mai n tenance, such as the restoration of faults in, 

o r  i n ter ruptions o f th e Databases , o r  the 

mai n tenance and o peration o f the Service, or to  

make i mp rovements to  the Service, NTT may use 

an d /or rep roduce d ata s to red in th e NTT 

Eq ui pment.  

8.2 Subj ec t to  Clause 12.1 and p rovided i t complies 

wi th  Cl auses 11 ( In tellectual Pro perty) o f the 

Sp ec i fic Terms  an d  Co n dit ions an d  10 

(Co nfidentiality)  o f th e Gen eral Terms  and  

Co n dit ions, NTT may  use such  d ata s tored by  

Cl i ent in NTT Equipment after being anonymised. 

Such  d ata may  i n c lude: tex ts , terms , and other 

tex t d ata an d  aud io d ata en tered by  th e Client, 

tran s lation, an d o ther tex t d ata and audio data 

g en erated by  th e use o f Serv i ce, an d  tex t data 

an d  aud i o d ata c reated  by  th e re g eneration 

( i n cluding retranslation) thereof. 

8.3 Subj ec t to  Clause 12.1 and p rovided i t complies 

wi th  Cl auses 11 ( In tellectual Pro perty) o f the 

Sp ec i fic Terms  an d  Co n dit ions an d  10 

(Co nfidentiality)  o f th e Gen eral Terms  and  

Co n dit ions, Mi rai  Tran slate, In c ., the 

subcontractor  wh i ch i s  i n corporated i n  Japan 

wh o se reg i stered o ff i ce i s  at Sh ibuya 

Hi g ashiguchi Bui l ding 2F, 2 -22-3 Sh i buya, 

Sh i buya-ku, To kyo 150-0002, Jap an and  

p ro vides  part o f the Service, may use such data 

s to red by  Cl i ent i n  NTT Eq uipment after being 

an o nymised fo r  th e p urpose o f ( i )  the 

d evelopment o f th e Mi rai Translate, In c.’s own 

serv ice and ( ii) measurement and analysis  of the 

s tatus  o f use of the Service by  Client. Such data 
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may  i n clude: tex ts, terms , and o ther tex t data and 

aud i o data enter ed by the Client, translation, and 

o th er tex t d ata and audio d ata g enerated by  the 

use o f Serv i ce, an d tex t d ata an d  aud i o data 

c reated by  th e reg eneration (including 

retrans lation)  thereof. 

8.4 No twi thstanding th e p rovisions o f th e preceding 

c l ause, wh en  NTT i s  req ui red to  disclose 

i n formation o f Cl i ent s to red i n NTT Eq uipment 

un d er l aws  o r  reg ulations, o r  by  a co ur t’s or  

p ubl ic o ff ice’s j udgment, d etermination, orders, 

etc ., NTT may  d isclose th e i nformation to such 

o rg anizations to  th e mi nimum ex tent n ecessary; 

p ro vided, however, that in th is case, NTT shall 

n o tify Client th ereof pr ior  to such d isclosure (but 

o n l y if  such notif ication is p ermitted by  l aw).  

 

9. DELETION OF DATA  

 

At an y  p oint after termination or expiration of the 

Ord er Fo rm, NTT may  d elete al l th e d ata stored 

i n  th e NTT Eq ui pment wi th  n o  l i abi lity to  the 

Cl i ent and/or any  third party.  

 

10 USE OF THE SERVICE OUTSIDE OF JAPAN  

 

10.1 NTT ag rees  that the Client may use the Service, 

i n  wh o le i n  p ar t, i n  th e co un tr ies  an d regions 

sp ec ified in Exhibit 1 to the extent that the Client 

co mp lies wi th the following conditions:  

(a) Cl i ent ackn owledges th at th e NTT 

Eq ui pment i s located i n Japan; 

(b) Cl i ent i s  n o t a p erson o r  co mpany to  

wh o m/which exporting an d/or providing 

tech nology (sp ecif ic i n formation 

n ecessary fo r  d evelopment, production 

o r  use o f g oods) are/is p rohibited under 

th e reg ulations and laws  of Japan, nor  a 

p erson o r company l isted in the “Foreign 

En d  User  Li st”  i ssued by  the Min istry of 

Eco nomy, Trade an d Industry of Japan 

o r  i n the “Denied Persons List” issued by 

th e reg ulations an d l aws  o f th e United 

States  o f Amer ica, or  equivalent EU, US 

o r  UN San c tions (hereinafter referred to 

as  a “Person o r  Co mp any  Prohibited 

fro m Transact ing Bus iness”);  

(c ) Cl i ent does n ot al low an y enterprise or 

res i dent o f a co untry un der an  embargo 

o r  trade sanctions that is specified by  the 

Jap anese g overnment, o r th e Person or 

Co mp any Pro hibited fro m Transacting 

Bus i n ess to  use Serv i ce o r  th e Cl ient’s 

Serv i ce p rovided th ro ugh th e use of 

Serv i ce; and  

(d) Cl i ent d o es n o t uti l ize th e Serv ice to  

d evelop, manufacture or use weapons of 

mass  d es truction o r  co nventional 

weap ons , i n c luding n uc lear weapons, 

d efi ned i n export -related laws of Japan; 

  

10.2 In  th e co urse o f th e use o f Serv ice, Cl ient shall 

co mp ly with the l aws o f th e countries or regions 

wh ere th ey  use th e Service and g uidance from 

th e g o vernments o f such co untries o r  regions. 

NTT shall not take any responsibility for the legal 

l i abi lity o f Cl ient o r En d User  related to  the use 

o f Serv i ce. In  addition, NTT shall not assume any 

resp ons ibility for the event where Service cannot 

be used  o r th e event where cons iderable delay in 

p ro cessing o ccurs i n  co untries an d  regions 

o uts ide of Japan, unless such event is caused by 

a reaso n solely attributable to NTT.  
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APPENDIX 1 – SCHEDULE OF FEES 

1. GENERAL:   

1.1 Minimum Contract Term. 

(a) Fo r  Bas i c  Pl an, th e Mi n imum Contract 

Term sh al l be fro m th e mo n th which 

i n c ludes th e Serv i ce Star t Date to  the 

f i r s t d ay o f th e mo n th  i n  wh ich eleven 

(11)  cal en dar  mo n ths h ave el apsed 

th erefrom; p ro vided, h o wever, such  

Mi n i mum Co n tract Term sh all n o t be 

ap p lied to the “Trial (10 IDs)” menu. The 

co n tract term shall ex tend o n a monthly 

bas i s  after  th e mo n th to  wh i ch the 

exp i ration date of  the Minimum Contract 

Term bel o ngs, un less the Cl ient notifies 

NTT o f i ts  i n tention to  ch ange or  

termi nate i ts  use o f th e Serv ice at l east 

twen ty  o n e (21)  d ays  p r i or to  the 

exp i ration d ate th ereof. Cl i ent may  

req uest to  ch ange th e n umber  o f IDs  

wi th in th e same men u d ur ing the 

Mi n i mum Contract Term.  

(b) Fo r  Bus i ness  Pl an and En terprise Plan, 

th e Mi n i mum Co n tract Term sh al l be 

fro m th e mo n th wh i ch i n c ludes the 

Serv i ce Star t Date to th e f irst day  of the 

mo n th i n  wh i ch el even (11)  calendar 

mo n ths h ave el ap sed th ere from. The 

co n tract term o f One-Year -Contract shall 

ex ten d o n  a mo n thly  bas i s after  the 

mo n th to which the expiration date of the 

Mi n i mum Contrac t Term belongs, unless 

th e Cl i ent notif ies NTT of i ts intention to 

ch ange o r  termi nate i ts  use o f the 

Serv i ce at  l eas t twen ty  o n e (21)  days  

p r i or to th e expiration d ate thereof. In the 

case o f Th ree-Year -Contract, the 

Mi n i mum Co n trac t Term sh al l be from 

th e mo n th wh i ch i n c ludes th e Service 

Star t Date to the first day of the month in 

wh i ch th i rty-f ive (35)  mo n ths have 

el ap sed th erefrom. Th e Mi nimum 

Co n tract Term fo r Th ree-Year-Contract 

sh al l renew o n th e f i r st cal endar month 

after  th e mo nth to  wh ich the expiration 

d ate o f th e Mi n i mum Co n tract Term 

bel o ngs, unless th e Client notifies NTT 

o f i ts  intention to change o r terminate its 

use o f th e Serv i ce at l eas t twenty one 

(21)d ays p r i or to  th e exp i ration d ate 

th ereof.   

 

 

 

 

 

Cl i ent shall not change ei ther th e Plan or 

th e co ntract term (One-Year-Contract or 

Th ree-Year Co n tract)  an d /or  terminate 

th e Ord er Form wi th in th e Mi nimum 

Co n tract Term o r  wi th in an y  fur ther 

ren ewal contract term. 

2. SCHEDULE OF FEES – TABLE 1  

2.1 Fees. 

(a) Bas i c  Pl an 

(i) Bas i c  Pl an  i s  p rovided subj ect to  the 

tabl e below. The IDs will be provided per  

user , an  i n dividual, an d  sh al l n o t be 

sh ared by  mult iple p ersons. 

(ii) Excep t fo r  Tr ial (10 IDs ) , th e n umber  of 

IDs  may  be p rovided in combination with 

o n e another . 

(iii) Cl i ent may  change the n umber  of IDs  in 

th e same men u d ur ing th e Mi nimum 

Co n tract Term, such Minimum Contract 

Term wi ll n ot be changed. 

(iv ) Tr i al (10 IDs )  i s  p rov ided only once per  

co rporation, un less o therwise approved 

by  NTT. 

(v ) In  case Cl i ent wi shes to  ch ange any  

Ord er Fo rm(s)  fro m Bas i c  Pl an  to  

Bus i n ess Pl an, Cl ient may  transfer  the 

acco unt information, settings of the user  

d i c tionary, translation memory and o ther  

i n formation o f th e cur rent Order Form of 

a p ar ti cular  End User.  

(vi ) W h en Cl ient wi shes to  change any Trial 

(10 IDs )  men u to  an other menu by  the 

en d  o f th e tr i al p er i od, Cl i ent may  

tran s fer the account information, settings 

o f th e user  d i c tionary, translation 

memo ry  an d  o th er i n formation o f the 

cur rent Order Fo rm o f a p ar ticular  End 

User .  

(vii ) Each  5 IDs  (o ver 100 IDs )  is  provided 

o n l y when the total number of ID is  more 

th an  100 IDs . If th e n umber  o f the IDs  

d ec reased to  100 IDs  o r  l ess  d ue to  

can celation o r  ch ange o f p l an, the 

n umber  o f IDs  fo r  100 IDs  o r  l ess  shall 

ap p ly.  

(viii ) Each  Mul t i l ingual o p tions o r  Co ntracts 

an d  Leg al mo del options shall be applied 

to g ether wi th  th e Bas i c  men u. The 

Mul t i lingual Op tion an d Co n tracts and  

Leg al  Mo del Option are avai lable within  

th e n umber of user IDs  selected from the 

Bas i c  menu. 

Th e mi n i mum term fo r  th e Mul t ilingual 

Op tion an d Co ntracts an d Leg al Model 

Op tion sh all be fro m th e d ay  th e Client 

s tar ts  to use the option to the first day of 
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th e fo llowing month o f the day which the 

Cl i ent s tarts to use i t.  

 

 

  

Menu The number of vGPUs Unit 
Price 

(GBP) 

Price 

(EUR) 

Price 

(USD) 

Price 

(AED) 

Basic 

10 IDs 
Per 

month 
£820 € 880 $960 

AED 

3,520 

15 IDs 
Per 

month 
£1,040 € 1,130 $1,230 

AED 

4,490 

30 IDs 
Per 

month 
£1,950 € 2,110 $2,310 

AED 

8,440 

100 IDs 
Per 

month 
£5,680 € 6,160 $6,720 

AED 

24,610 

Each 5 IDs  

(over 100 IDs) 

Per 

month 
£270 € 290 $320 

AED 

1,150 

Multilingual  

Options 

10IDs 
Per 

month 
£380 € 410 $450 

AED 

1,640 

15IDs 
Per 

month 
£480 € 520 $570 

AED 

2,080 

30IDs 
Per 

month 
£910 € 980 $1,070 

AED 

3,920 

100IDs 
Per 

month 
£2,640 € 2,860 $3,120 

AED 

11,420 

Each 5 IDs (over 100 

IDs) 

Per 

month £140 € 150 $160 AED 580 

Contracts 

and Legal 

model 

options 

10IDs 
Per 

month 
£160 € 170 $180 AED 660 

15IDs 
Per 

month 
£200 € 210 $230 AED 840 

30IDs 
Per 

month 
£370 € 400 $430 

AED 

1,570 

100IDs 
Per 

month 
£1,060 € 1,150 $1,250 

AED 

4,570 

Each 5 IDs  

(over 100 IDs) 

Per 

month 
£60 € 60 $70 AED 230 

Trial  10 For a 

month 

Free Free Free Free 
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2.2 Business Plan. 

(a) Bus i n ess Plan i s prov ided subject to the 

tabl e bel ow. The Client may  select either 

On e-Year-Contract o r  Th ree-Year-

Co n tract an d  ch oose th e n umber  of 

vGPUs . 

(b) Th e Cl i ent may  tran s fer  i ts  account 

i n formation, th e sett i ng o f th e user  

d i c tionary, translation memory and other 

i n formation i n th e event th at the Client 

ch ange the Plan from the Basic Plan the 

Bus i n ess Pl an . In  th e even t th at the 

Cl i ent ch ange th e Pl an  fro m the 

Bus i n ess Pl an  to  Bas i c  Pl an , such  

i n formation shall n ot be transferred. 

(c ) Cl i ent may  i n c rease th e n umber  of 

vGPUs  i n  th e same men u d ur ing the 

Mi n i mum Co ntract Term, such Minimum 

Co n tract Term wi ll not be changed. 

(d) Each  Mul t i l ingual o p tion an d  the 

Co n tracts and Leg al Mo del Option shall 

be ap p lied with the Bas ic menu. 

(e) Th e mi n i mum term fo r  Mul t ilingual 

Op tion an d  Co n tract an d  Leg al  Model 

Op tion sh all co nform to  th e Mi nimum 

Co n tract Term o f th e o r i ginal Order 

Fo rm. 

( f) Th e Cl i ent sh all n ot reduce th e n umber 

o f vGPUs  wi thin th e Mi nimum Contract 

Term. 

 

See tabl e o n the next page.  
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Menu The number of vGPUs Unit 

One-Year-Contract 

Price 

(GBP) 

Price 

(EUR) 

Price 

(USD) 

Price 

(AED) 

Basic 

2 vGPUs 
per 

month 
£15,580 € 16,870 $18,410 

AED 

67,480 

4 vGPUs 
per 

month 
£28,370 € 30,730 $33,520 

AED 
122,910 

6 vGPUs 
per 

month 
£41,160 € 44,590 $48,640 

AED 

178,340 

8 vGPUs 
per 

month 
£52,840 € 57,240 $62,440 

AED 

228,950 

10 vGPUs 
per 

month 
£64,520 € 69,890 $76,250 

AED 

279,550 

12 vGPUs 
per 

month 
£75,080 € 81,340 $88,730 

AED 

325,340 

Every 2 vGPUs  

(over 12 vGPUs) 

per 

month 
£10,570 € 11,450 $12,490 

AED 

45,790 

Option 

Multilingual option  
per 

month 
£12,800 € 13,860 $15,120 

AED 

55,430 

Contracts and Legal 

model option 

per 

month 
£12,800 € 13,860 $15,120 

AED 

55,430 

IP address large capacity 

option（11-200）  
per 

month 
£700 € 760 $830 

AED 
3,020 

IP address large capacity 

option(201-400) 

per 

month 
£1,120 € 1,210 $1,320 

AED 

4,820 

VPN Connection Option 
per 

month 
£3,340 € 3,620 $3,950 

AED 

14,460 

Menu The number of vGPUs Unit 

Three-Year-Contract 

Price 
(GBP) 

Price 
(EUR) 

Price 
(USD) 

Price 
(AED) 

Basic 

2 vGPUs 
per 

month 
£12,800 € 13,860 $15,120 

AED 

55,430 

4 vGPUs 
per 

month 
£22,810 € 24,710 $26,950 

AED 

98,810 

6 vGPUs 
per 

month 
£32,820 € 35,550 $38,780 

AED 

142,190 

8 vGPUs 
per 

month 
£42,270 € 45,790 $49,960 

AED 

183,160 

10 vGPUs 
per 

month 
£51,730 € 56,040 $61,130 

AED 

224,130 

12 vGPUs 
per 

month 
£60,620 € 65,680 $71,650 

AED 

262,690 

Every 2 vGPUs  

(over 12 vGPUs) 

per 

month 
£8,900 € 9,640 $10,520 

AED 

38,560 

Option 

Multilingual option  
per 

month 
£10,020 € 10,850 $11,840 

AED 

43,380 

Contracts and Legal 

model option 

per 

month 
£10,020 € 10,850 $11,840 

AED 

43,380 

IP address large capacity 

option（11-200）  

per 

month 
£700 € 760 $830 

AED 

3,020 

IP address large capacity 
option(201-400) 

per 
month 

£1,120 € 1,210 $1,320 
AED 

4,820 

VPN Connection Option 
per 

month 
£3,340 € 3,620 $3,950 

AED 

14,460 
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2.3 Enterprise Plan. 

(a) En terprise Pl an  i s  p ro vided subj ect to  

th e tabl e bel ow. Th e Cl ient may  select 

ei th er One-Year -Contract o r Three-Year-

Co n tract an d  ch oose th e n umber  of 

vGPUs . 

(b) Th e Cl i ent may  n o t tran sfer i ts  account 

i n formation, th e sett i ng o f th e user  

d i c tionary, translation memory and other 

i n formation i n th e event th at the Client 

ch ange the Plan from the Basic Plan the 

Bus i n ess Plan. 

(c ) Cl i ent may  i n c rease th e n umber  of 

vGPUs  i n  th e same men u d ur ing the 

Mi n i mum Co ntract Term, such Minimum 

Co n tract Term wi ll not be changed. 

(d) Th e Cl i ent sh all n ot reduce th e n umber 

o f vGPUs  wi thin th e Mi nimum Contract 

Term. 

(e) Each  Mul t i lingual Op tion an d  Legal  

Mo d el Op tion shall be ap plied with the 

Bas i c  menu.   

( f) Th e mi n i mum term fo r  Mul t ilingual 

Op tion an d  Co n tract an d  Leg al  Model 

Op tion sh all co nform to  th e Mi nimum 

Co n tract Term o f th e o r i ginal Order 

Fo rm. 

 

 

 

 

 

 

 

 

 

 

 
 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 
 

 

 

 

 

 

  

Menu The number of vGPUs Unit 

Price 

One-Year-Contract Three-Year-

Contract 

Basic 

 

 
 

2 vGPUs per month 

Provided separately 

4 vGPUs per month 

6 vGPUs per month 

8 vGPUs per month 

10 vGPUs per month 

12 vGPUs per month 

 Every 2 vGPUs  
(over 12 vGPUs) 

per month 

Option Multilingual Option per month 

Contracts and Legal 

Model Option 
per month 

IP Address Large 

Capacity Option (201-

400) 

per month 
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2.4 VPN Connection Option 

(a) The Client shall contract or apply for 

Arcstar Universal One as representative 

contractor separately. 

(b) The minimum term of the VPN Connection 

Option shall be from the day the Client 

starts to use the option to the first day of 

the next month of the day. VPN Connection 

Option may not be applied in case the term 

of Business Plan or Enterprise Plan 

expires within the Minimum Contract Term 

of this VPN Connection Option. 

(c)  VPN Connection Option is not available 

with Type 2 IP address authentication. 

Menu Unit Price 

VPN Connection 

Option 

Per 

month 

Provided separ

ately 

 

3 TYPE OF IP AUTHENTICATION  

3.1 Type of IP address authentication is provided for End 

User in every Plan. 

 

 

 
 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 
 

  

Type Unit Price  

Type 1 with IP address 

authentication 

per month Free 

Type 2 with no IP 

address authentication 

per month Free 

Remarks 

- “Type of IP address authentication” is included in the Basic Plan. 

- Client is not permitted to change the Type of IP address authentication during 

the Minimum Contract Term. If Client wants to change the Type of IP address 

authentication, Client must terminate the existing Order Form and sign a new 

one. For the avoidance of doubt, if Client terminates the Order Form within the 

Minimum Contract Term, the terms of paragraph 4 of these Specific Terms and 

Conditions shall apply. 
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4 CHANGES OF SETTING 

4.1 The items listed in 2-1 Fees of Changes and Other 

Applications are not provided for the Basic Plan (Trial 

(10 IDs)). 

4.2 “Change of manager” means the change of End User 

manager who is designated in the Order Form. 

4.3 “Change or addition of IP address (including external 

IP)” means the change of End User’s global IP 

address allowed to access the Service; provided, 

however, the maximum number of IP addresses 

which may be registered is three (3) ranges. 

4.4 "Change connection for VPN Connection Option" 

means to add a new VPN connection for Business 

Plan or Enterprise Plan, or to change from VPN 

connection to the Internet connection. 

4.5 "Change IP address of VPN Connection Option" 

means the change of IP address which is allocated to 

the facility for VPN connection. The access URL is 

necessary when changing such IP address. 

4.6 “Other Change setting” means the number of vGPUs 

and assignment of translation process to vGPUs, or 

addition/deletion of Multilingual option / Contracts and 

Legal model option for Business Plan or Enterprise 

Plan. Please note that Client may not reduce the 

number of vGPUs within Min imum Contract Term. 

4.7 “Change of file storage term” means the procedure to 

change the term to store the translated files. Client 

may select the term from one (1) day to thirty (30) 

days on a day-to-day basis. 

 

 

 

 

 

 

 

 

 

 

 

 

 
 

 

 

 

 

 

 

 

 

 

 

 

  

Item Unit Plan 
Price 

(GBP) 

Price 

(EUR) 

Price 

(USD) 

Price 

(AED) 

Change of Administrator  Per 

application 
All £680 € 740 $810 

AED 

2,940 

Change or addition of IP 

address (including 

external IP) 

Per 

application 
All £680 € 740 $810 

AED 

2,940 

Change connection of 

VPN Connection Option 
Per 

application 

Business Plan 

Enterprise Plan 
£560 € 600 $660 

AED 

2,390 

Change IP address of 

VPN Connection Option 
Per 

application 

Business Plan 

Enterprise Plan 
£1,230 €1,330 $1,450 

AED 

5,300 

Other setting change Per 

application 

Business Plan 

Enterprise Plan 
£1,650 €1,790 $1,950 

AED 

7,130 

Change of file storage 

term  
Per 

application 

Business Plan 

Enterprise Plan 
£680 € 740 $810 

AED 

2,940 
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APPENDIX 2 – THE INFORMATION LAWS OUTSIDE OF 

JAPAN  

1 GENERAL  

(a) NTT shall handle any personal data acquired in 

providing the Service and any data transmitted to 

the Service by Client or any End User in accordance 

with these terms and privacy policies separately 

stipulated by NTT. However, if use of the Service by 

Client or End User is subject to information laws and 

regulations outside of Japan, the provisions 

stipulated in this Appendix shall apply. 

(b) When using the Service, Client and End User shall 

comply with the laws and regulations of the country 

and the territory where the Service is used, and only 

transmit the data which is legal to be transmitted to 

the Service. 

2 PERSONAL DATA IN THE EUROPEAN ECONOMIC 

AREA 

(a) In providing the Service, the handling of the 

personal data acquired by NTT concerning Client 

and End User is subject to NTT’s privacy Policy and 

the governing laws where NTT provides the Service. 

(b) If the Client and/or any End User send/s data 

containing personal information of the European 

Economic Area (hereinafter referred to as "EEA 

Personal Data") to NTT, and NTT processes or 

reprocesses the EEA Personal Data,  EEA Personal 

Data General Data Protection Rule Conditions set 

forth in Appendix 4 shall apply. 
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APPENDIX 3 – COUNTRIES AND TERRITORIES  

OUTSIDE OF JAPAN WHERE NTT APPROVES TO USE 

THE SERVICE 

No. Area Country/Region 

1 Asia 

 

 

 

 

 

 

 

 

 
 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 
  

Republic of India 

2 Republic of Indonesia 

3 Republic of Uzbekistan 

4 Republic of Kazakhstan 

5 Republic of Korea 

6 Kingdom of Cambodia 

7 Kyrgyz Republic 

8 Republic of Singapore 

9 Democratic Socialist Republic of Sri 

Lanka 

10 Kingdom of Thailand 

11 Republic of China (Taiwan) 

12 Republic of Tajikistan 

13 People's Republic of China 

14 Hong Kong Special Administrative 

Region 

15 Macau Special Administrative Region 

16 Turkmenistan 

17 Republic of Turkey 

18 Federal Democratic Republic of Nepal  

19 People's Republic of Bangladesh 

20 Democratic Republic of Timor-Leste 

(East Timor) 

21 Republic of the Philippines 

22 Kingdom of Bhutan 

23 Negara Brunei Darussalam 

24 Socialist Republic of Viet Nam  

25 Malaysia 

26 Republic of the Union of Myanmar  

27 Republic of Maldives 

28 Mongolia 

29 Lao People's Democratic Republic 

30 North 

America  

United States of America 

31 Canada 

32 Central 

America 

 

 

 

 

 

Antigua and Barbuda 

33 Republic of El Salvador  

34 Republic of Cuba  

35 Republic of Guatemala 

36  

 

 

 

 

 
 

 

 

 

 

 

 

  

Grenada 

37 Republic of Costa Rica 

38 Jamaica 

39 Saint Christopher and Nevis 

40 Saint Vincent and the Grenadines 

41 Saint Lucia 

42 Dominican Republic 

43 Commonwealth of Dominica 

44 Republic of Trinidad and Tobago 

45 Republic of Nicaragua 

46 Republic of Haiti 

47 Republic of Panama 

48 Commonwealth of The Bahamas 

49 Barbados 

50 Belize  

51 Republic of Honduras 

52 United Mexican States 

53 South 

America 

 

 

 

 

 

 
 

 

 

  

Argentine Republic 

54 Oriental Republic of Uruguay  

55 Republic of Ecuador 

56 Republic of Guyana 

57 Republic of Colombia  

58 Republic of Suriname 

59 Republic of Chile  

60 Republic of Paraguay 

61 Federative Republic of Brazil 

62 Bolivarian Republic of Venezuela  

63 Republic of Peru 

64 Plurinational State of Bolivia 

65 Europe 

 

 

 

 

 

 

 

 

 

 

 

 

  

Republic of Iceland 

66 Republic of Ireland  

67 Azerbaijan Republic 

68 Republic of Albania 

69 Republic of Armenia 

70 Principality of Andorra  

71 United Kingdom of Great Britain and 

Northern Ireland 

72 Republic of Italy  

73 Ukraine 

74 Republic of Estonia 
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75 Republic of Austria 

76 Kingdom of the Netherlands 

77 Republic of Cyprus 

78 Hellenic Republic 

79 Republic of Croatia 

80 
 

Republic of Kosovo 

81 Republic of San Marino 

82 Gibraltar  

83 Georgia 

84 Swiss Confederation 

85 Kingdom of Sweden 

86 Kingdom of Spain 

87  Slovak Republic 

88  Republic of Slovenia 

89  Republic of Serbia 

90  The Czech Republic 

91  Kingdom of Denmark 

92  Federal Republic of Germany 

93  Kingdom of Norway 

94  State of the City of Vatican  

95  Hungary 

96  Republic of Finland  

97  French Republic 

98  Republic of Bulgaria  

99  Republic of Belarus 

100  Kingdom of Belgium 

101  Republic of Poland 

102  Bosnia and Herzegovina 

103 Portuguese Republic 

104 The Former Yugoslav Republic of 

Macedonia  

105 Republic of Malta 

106 Principality of Monaco 

107 Republic of Moldova 

108 Montenegro  

109 Republic of Latvia 

110 Republic of Lithuania 

111 Principality of Liechtenstein 

112 Rumania 

113 Grand Duchy of Luxembourg 

114 Russia Russian Federation 

115 Middle 

East  

United Arab Emirates  

116 Republic of Yemen 

117 Sultanate of Oman  

118 State of Qatar 

119 State of Kuwait 

120 Kingdom of Saudi Arabia 

121 Kingdom of Bahrain 

122 Hashemite Kingdom of Jordan 

123 Oceania Commonwealth of Australia  

124  Republic of Kiribati 

125  Cook Islands  

126  Independent State of Samoa 

127  Solomon Islands 

128  Tuvalu 

129  Kingdom of Tonga 

130  Republic of Nauru 

131  Niue  

132  New Zealand 

133  Republic of Vanuatu 

134  Independent State of Papua New 

Guinea 

135  Republic of Palau 

136  Republic of Fiji 

137  Republic of the Marshall Islands 

138  Federated States of Micronesia 

139 Africa  Democratic People' s Republic of 

Algeria 

140 Republic of Angola 

141 Republic of Uganda 

142 Kingdom of Eswatini 

143 Federal Democratic Republic of 

Ethiopia 

144 State of Eritrea 

145 Republic of Ghana 

146 Republic of Cape Verde 

147 Gabonese Republic 

148 Republic of Cameroon 

149 Republic of The Gambia 

150 Republic of Guinea 

151 Republic of Guinea-Bissau 
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152 Republic of Kenya 

153 Republic of Côte d'Ivoire (Ivory Coast) 

154 Union of Comoros 

155 Republic of the Congo 

156 Democratic Republic of the Congo 

157 Democratic Republic of Sao Tome and 

Principe 

158 Republic of Zambia  

159 Republic of Sierra Leone 

160 Republic of Djibouti 

161 Republic of Zimbabwe 

162 Republic of Sudan 

163 Republic of Seychelles 

164 Republic of Equatorial Guinea 

165 Republic of Senegal 

166 Federal Republic of Somalia 

167 United Republic of Tanzania 

168 Republic of Chad 

169 Central African Republic 

170 Republic of Tunisia  

171 Togolese Republic  

172 Federal Republic of Nigeria  

173 Republic of Namibia 

174 Republic of Niger 

175 Republic of Burkina Faso 

176 Republic of Burundi  

177 Republic of Benin 

178 Republic of Botswana 

179 Republic of Madagascar 

180 Republic of Malawi 

181 Republic of Mali 

182 Republic of South Africa  

183 Republic of South Sudan 

184 Republic of Mauritius 

185 Islamic Republic of Mauritania 

186 Republic of Mozambique 

187 Kingdom of Morocco 

188 State of Libya 

189 Republic of Liberia  

190 Republic of Rwanda 

191 Kingdom of Lesotho 
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APPENDIX 4 – EEA PERSONAL DATA GENERAL DATA 

PROTECTION RULE CONDITIONS 

To the extent that Client is a Controller, or acts as a Processor 

on behalf of an third party that is a Controller, and the Client is 

subject to the GDPR, the following EEA Country-specific Terms 

apply. These EEA Country-specific Terms will supersede any 

conflicting terms of the Agreement, the applicable Order Forms, 

the applicable Specific Terms and Conditions, and/or the 

applicable Service Description. 

1. PART A. DEFINITIONS 

In addition to the definitions set out in the Agreement 

(including its Appendix) and the Specific Terms and 

Conditions, the following capitalized terms shall have 

the following meaning for this Appendix: 

(a) “Contract Party Data ”  means  

p ro fessional details relating to  Client’s or  

En d  Users ’ rep resentatives an d  user  

acco unts, i ncluding n ame, access login 

an d  p ass word, email address  and phone 

n umber  o f Cl i ent’s rep resentatives, 

wh i ch i s  n ecessary for NTT fo r  the 

p ro vision of Service.  

(b) “Controller-to-Processor Standard 

Contractual Clauses” means Standard 

Contractual Clauses adopted by the EU 

Commission pursuant to its decision 

C(2010)593 (as updated or replaced from 

time to time). 

(c ) “Data Protection Impact Assessments”, 

“Data Subject”, “Personal Data Breach”, 

and “Supervisory Authority” have the 

meaning set out in the GDPR. 

(d) “(Data) Controller” means a person which, 

alone or jointly with others, determines the 

purposes and means of the Processing. 

(e) “Data Protection Legislation” means any 

applicable law of the European Union or any 

of its Member States protecting Personal 

Data, including, in particular, the GDPR. 

( f) “EEA” means the European Economic Area 

and, for the purpose of this Privacy 

Addendum, also Switzerland. 

(g) “GDPR” means Regulation (EU) 2016/679 of 

the European Parliament and of the Council 

of 27 April 2016 on the protection of natural 

persons with regard to the processing of 

personal data and on the free movement of 

such data, and repealing Directive 95/46/EC 

(General Data Protection Regulation). 

(h) “Personal Data” means any information 

relating to an identified or identifiable natural 

person who can be identi fied directly or 

indirectly in particular by reference to an 

identifier, such as name, function and title, 

contact details (including e-mail address and 

mailing address). 

(i) “Privacy Shield” means the EU-U.S. and/or 

Swiss-U.S. Privacy Shield Frameworks 

developed by the U.S. Department of 

Commerce, the European Commission and 

Switzerland's Federal Council, including the 

Privacy Shield Principles and Supplemental 

Principles.  

(j) “Process” or “Processing” means any 

operation or set of operations which is 

performed upon Personal Data or sets of 

Personal Data, whether or not by automatic 

means, such as collection, recording, 

organization, structuring, storage, adaptation 

or alteration, retrieval, consultation, use, 

disclosure by transmission, dissemination or 

otherwise making available, alignment or 

combination, restriction, erasure or 

destruction. 

(k) “(Data) Processor” means a person which 

processes Personal Data on behalf of a 

Controller. 

(l) “Sub-Processors” means another 

processor that NTT engages for the 

Processing of the Personal Data and which 

is not under NTT’s direct authority. 

(m) “Transfer Mechanism” means Privacy 

Shield, Standard Contractual Clauses, and 

any other transfer mechanism able to 

facilitate a transfer of Personal Data to a 

country that is not considered by th e 

European Commission as ensuring an 

adequate level of protection of Personal Data. 

2. PART B. SPECIFIC TERMS IN RELATION TO 

CONTRACT PARTY DATA.  

Th i s Par t B sp ec if ies th e o bl i gations o f the 

Par ti es  rel ating to  th e Pro cessing o f Co ntract 

Par ty  Data under the Agreement.  

 

2.1 Role of  NTT and purposes of Processing  

NTT is a Data Controller in relation to the Processing 

of Contract Party Data that NTT Processes for the 

following purposes: 

(a) Accounting, bookkeeping and billing 

purposes; 

(b) Claim management, compliance with legal 

obligations and other purposes set out in the 

Privacy Policy; 

(c) Management and governance of the Client 

relationship; and 

(d) Provision, operation, development and 

promotion of services. 

2.2 Delegat ion to Client  

Given that NTT does not have any direct contractual 

relationship with Client’s representatives, Client 

hereby agrees to carry out NTT’s obligations under 
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the applicable Data Protection Legislation towards 

such Client’s representatives. 

In this respect, Client shall: 

(a) Take reasonable steps to ensure that 

Contract Party Data Client provides to NTT 

is accurate, complete and current. 

(b) Ensure that Client’s representatives are 

properly informed in accordance with 

applicable Data Protection Legislation that 

Contract Party Data relating to them may be 

used, disclosed or otherwise processed by 

NTT by, amongst other things, providing the 

Client’s representatives with the Privacy 

Policy. 

(c) Develop and implement appropriate 

procedures for the timely handling of 

complaints or requests by Client’s 

representatives to exercise their subject 

access or other rights under the GDPR, and 

for cooperating with NTT and/or its Affiliates 

in the event NTT and/or its Affiliates receive 

such requests directly from any Client’s 

representatives. 

(d) At all times, comply with the Privacy Policy 

and all the applicable requirements of Data 

Protection Legislation and procure that the 

Client’s representatives comply with the 

Privacy Policy and all the applicable 

requirements of Data Protection Legislation. 

3. PART C. Specif ic terms in  relation to Personal 

Data Processed by NTT on behalf of  Client.  

Th i s Par t C sp ec if ies th e o bl igations o f the 

Par ti es  rel ating to  th e Pro cessing o f  Personal 

Data un d er th e Ag reement, i t  bei n g understood 

th at th is Par t C o nly applies where NTT shall act 

as  Data Pro cessor  o n behalf o f Cl ient acting on 

i ts  o wn  beh alf (as  Data Co ntroller ) o r o n  behalf 

o f i ts  Aff i l iates, En d  Users o r  c l ients (as  Data 

Pro cessor) under the Agreement.  

 

3.1 Scope of the Processing 

NTT shall comply with Data Protection Legislation 

when Processing Personal Data under this 

Agreement. NTT shall Process Personal Data solely 

on behalf of Client and in the framework of the 

performance of the Services, including by using NTT 

Equipment and/or for the provision of helpdesk and 

maintenance services, as set out in this Agreement 

and for the Term. Parties acknowledge that NTT has 

no knowledge as to the content of the Personal Data 

provided by Client and therefore does not know which 

categories of Personal Data (if any) and which data 

subjects (if any) are involved in relation to such 

Personal Data beyond general categorizations for the 

purpose of relevant Transfers Mechanisms set out in 

Section 4 of this Part C. 

 

4 Data protection obligations of NTT 

4.1 When acting as Data Processor for Client, NTT shall: 

(a) Process or transfer the Personal Data only on 

documented instructions of Client; and  

(b) at the request of Client, provide reasonable 

assistance to allow Client, to the extent required 

by Client’s own obligations under the Data 

Protection Legislation, to (i) implement technical 

and organizational security measures to ensure 

the security of the Processing, (ii) when required 

notify Personal Data Breaches to the Supervisory 

Authority and communicate them to the Data 

Subjects to whom the Personal Data relate, (iii) 

conduct Data Protection Impact Assessments and 

consult the Supervisory Authority on that basis. 

Client shall pay NTT for any reasonable costs 

incurred in providing that assistance. 

4.2 NTT shall impose on their employees or agents or other 

persons authorized to access Personal Data 

confidentiality obligations.  

4.3 Taking into account the nature of the Processing of 

Personal Data pursuant to this Agreement, NTT shall 

assist Client by appropriate technical and organizational 

measures, insofar as this is possible, in order to respond 

to requests from individuals exercising their rights under 

Data Protection Legislation. Client shall pay NTT for any 

reasonable costs incurred in providing that assistance.  

5 Data security obligations of NTT 

5.1 NTT shall implement appropriate technical and 

organizational measures to ensure a level of security 

appropriate to the risks that are presented by the 

Processing (in particular risks from accidental or unlawful 

destruction, loss, alteration, unauthorized disclosure of, 

or access to Personal Data transmitted, stored or 

otherwise Processed), and taking into account the costs 

of the implementation and the nature of the Services, 

including: 

(a) the use of pseudonymisation and encryption of 

Personal Data, where necessary and appropriate;  

(b) measures to ensure the ongoing confidentiality, 

integrity, availability and resilience of NTT’s 

systems and Services, where necessary and 

appropriate;  

(c) the ability to restore the availability and access to 

Personal Data in a timely manner in the event of a 
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physical or technical incident, where necessary 

and appropriate;  

(d) a process for regularly testing, assessing and 

evaluating the effectiveness of technical and 

organizational measures for ensuring the security 

of the Processing of Personal Data, where 

necessary and appropriate; and  

(e) any other measures mandatory for NTT pursuant 

to Data Protection Legislation.  

5.2 NTT shall notify Client without undue delay after 

becoming aware of a Security Incident affecting Personal 

Data. 

6 Personal Data transfer outside the European 

Economic Area 

Section 4 and Section 5.3 shall apply only when Personal 

Data are stored or accessed from outside the EEA. 

Without prejudice to Section 5 of this Part C, NTT shall 

be entitled to transfer the Personal Data to a country 

located outside of the EEA which has not been 

recognised by the European Commission as ensuring an 

adequate level of protection of Personal Data, if that NTT 

can rely on a Transfer Mechanism. To the extent NTT 

does not have another Transfer Mechanism in place, 

such transfer shall be governed by Controller-to-

Processor Standard Contractual Clauses with Client (or, 

in case Client is acting as a Data Processor itself, such 

other person as Client may reasonably notify to NTT as 

being the Data Controller in relation the Personal Data, 

such as an End User) as exporter, as attached in 

Attachment 1. In addition to what is set out in Section 

7.3 of this Part C, the Parties shall make such 

notifications or request such authorisations as required 

under Data Protection Legislation and execute such 

documents and perform such acts as may be required to 

implement any such appropriate safeguards. 

 

7 Use of Sub-Processors 

7.1 Client provides, and procures that End User provides, a 

general authorization to NTT to engage additional Sub-

Processors to Process Personal Data. NTT shall keep a 

list of all Sub-Processors it uses, which shall be attached 

in Attachment 2. NTT shall keep Client informed of any 

intended addition to those Sub-Processors.Client may 

within a reasonable period (and no longer than thirty (30) 

days from the last update to the list) object to the 

involvement of such new Sub-Processor in the delivery of 

the relevant Services by providing objective justifiable 

grounds related to the ability of such Sub-Processor to 

protect the Personal Data or comply with data protection 

requirements applicable to Sub-Processor. In the event 

that the objection is not unreasonable, the Parties will 

work together in good faith to find a solution to address 

such objection. 

7.2 NTT shall ensure that it has a written contract or other 

legal act binding under EEA law with the Sub-Processors 

it engages to Process Personal Data. That contract or 

other legal act must impose no less onerous data 

protection related obligations on the Processor as set out 

in this Exhibit 6, Part C. of this Agreement and must in 

particular provide sufficient guarantees to implement 

appropriate technical and organizational measures in 

such a manner that the Processing meets the 

requirements of Data Protection Legislation applicable to 

NTT. 

7.3 To enable NTT to use Processors located outside the 

European Economic Area in countries which have not 

been recognised by the European Commission as 

ensuring an adequate level of protection, including to 

provide storage, helpdesk, maintenance services and 

other services in connection with the Services and the 

Agreement, Client (on its own behalf or on behalf of the 

Data Controller for whom it may act, such as Affiliates, 

End Users or clients) hereby grants a mandate to NTT to 

conclude Controller-to-Processor Standard Contractual 

Clauses as referred to in Section 6 of this Part C with such 

sub-Processor, in the name and on behalf of Client (as 

Data Controller) or on behalf of Client’s Affiliates, End 

Users or clients (as Data Controller) as exporters, as 

attached in Attachment 1. 

8 Audit and Information 

8.1 Client hereby nominates NTT and/or its Affiliates (or a 

third party auditor that NTT and/or its Affiliates may 

select) to carry out audits necessary to demonstrate 

compliance with NTT’s obligations under Article 28 of th e 

GDPR. NTT and its Affiliates shall  certify (itself or through 

its third party auditor) in writing to the Client that it has 

done so. Such audit shall include inspection of the 

technical and organizational measures set out in 

Section 5 of this Part C. 

8.2 Any costs incurred by Client and its Affiliates and NTT in 

relation to any audit shall be borne solely by Client. 

8.3 NTT shall maintain a written record (which may be in 

electronic form) of categories of Processing activities 

carried out on behalf of Client, containing: 

(a) the name and contact details of NTT and Client as 

well as those of their respective data protection 

officers, if any; 

(b) where applicable, transfers of Personal Data to a 

third country, including the identification of that 

third country; and 

(c) a general description of the technical and 

organizational security measures to ensure the 

security of the Processing.   
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9 Liability 

9.1 Client warrants that it complies with all applicable Data 

Protection Legislation and that it is authorized itself and/or 

by its Affiliates or clients to provide the necessary 

permission and delegations as set out in this Agreement, 

including the delegation to sign an agreement with any 

sub-processor as set out in Section 5.3 of this Part C. 

9.2 NTT undertakes a reasonable efforts’ obligation under 

this Part C. Notwithstanding Section 12 of the Agreement, 

NTT shall not be liable to Client for any damages which 

may be suffered or incurred by the Client, except (i) in 

case of gross negligence or willful default or fraudulent 

misconduct of NTT in Processing Personal Data, (ii) for 

breaches of any Data Protection Legislation where it has 

acted outside or contrary to lawful instructions of Client (in 

which case the liability limitations of Sections 12 of the 

Agreement shall apply to the extent permitted by law), 

and (iii) any other liability to the extent it cannot lawfully 

be excluded. 

Client shall indemnify and hold harmless NTT from and against 

any and all claims of third parties (including data subjects and 

Supervisory Authorities) raised against NTT caused by a 

breach of Client of any of the provisions of this Agreement 

and/or Data Protection Legislation. 
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Attachment 1 to  Appendix 4 

CONTROLLER-TO-PROCESSOR STANDARD 

CONTRACTUAL CLAUSES 

 

For the purposes of Article 26(2) of Directive 95/46/EC for the 

transfer of personal data to processors established in third 

countries which do not ensure an adequate level of data 

protection 

(between the data exporter as controller and data importer as 

processor) 

each a “party”; together “the parties”, 

HAVE AGREED on the following Contractual Clauses (the 

Clauses) in order to adduce adequate safeguards with respect 

to the protection of privacy and fundamental rights and freedoms 

of individuals for the transfer by the data exporter to the data 

importer of the personal data specified in Annex 1. 

Clause 1  

Definitions 

For the purposes of the Clauses: 

(a) 'personal data', 'special categories of data', 

'process/processing', 'controller', 'processor', 'data 

subject' and 'supervisory authority' shall have the 

same meaning as in Directive 95/46/EC of the 

European Parliament and of the Council of 24 October 

1995 on the protection of individuals with regard to the 
processing of personal data and on the free movement 

of such data; 

(b) 'the data exporter' means the controller who transfers 

the personal data; 

(c) 'the data importer' means the processor who agrees 

to receive from the data exporter personal data 

intended for processing on his behalf after the transfer 

in accordance with his instructions and the terms of the 
Clauses and who is not subject to a third country's 

system ensuring adequate protection within th e 

meaning of Article 25(1) of Directive 95/46/EC; 

(d) 'the subprocessor' means any processor engaged by 
the data importer or by any other subprocessor of the 

data importer who agrees to receive from the data 

importer or from any other subprocessor of the d ata 

importer personal data exclusively intended for 

processing activities to be carried out on behalf of the 

data exporter after the transfer in accordance with his 

instructions, the terms of the Clauses and the terms of 

the written subcontract; 

(e) 'the applicable data protection law' means the 

legislation protecting the fundamental rights and 

freedoms of individuals and, in particular, their right to 

privacy with respect to the processing of personal 

data applicable to a data controller in the Member 

State in which the data exporter is established; 

(f) 'technical and organisational security measures'  

means those measures aimed at protecting personal 

data against accidental or unlawful destruction or 

accidental loss, alteration, unauthorised disclosure or 

access, in particular where the processing involves the 

transmission of data over a network, and against all 

other unlawful forms of processing. 

Clause 2 

Details of the transfer 

The details of the transfer and in particular the special categories of 

personal data where applicable are specified in Annex 1 which 

forms an integral part of the Clauses. 

Clause 3 

Third-party beneficiary clause 

1. The data subject can enforce against the data 

exporter this Clause, Clause 4(b) to (i), Clause 5(a) to 

(e), and (g) to (j), Clause 6(1) and (2), Clause 7, 

Clause 8(2), and Clauses 9 to 12 as third -party 

beneficiary.  

2. The data subject can enforce against the data 

importer this Clause, Clause 5(a) to (e) and (g), 

Clause 6, Clause 7, Clause 8(2), and Clauses 9 to 12, 

in cases where the data exporter has factually 

disappeared or has ceased to exist in law unless any 

successor entity has assumed the entire legal 
obligations of the data exporter by contract or by 

operation of law, as a result of which it takes on the 

rights and obligations of the data exporter, in which case 

the data subject can enforce them against such entity.  

3. The data subject can enforce against the 

subprocessor this Clause, Clause 5(a) to (e) and (g), 

Clause 6, Clause 7, Clause 8(2), and Clauses 9 to 12, 

in cases where both the data exporter and the data 

importer have factually disappeared or ceased to exist 

in law or have become insolvent, unless any successor 

entity has assumed the entire legal obligations of the 

data exporter by contract or by operation of law as a 

result of which it takes on the rights and obligations of 

the data exporter, in which case the data subject can 

enforce them against such entity. Such third-party 

liability of the subprocessor shall be limited to its own 

processing operations under the Clauses.  

4. The parties do not object to a data subject being 

represented by an association or other body if the 

data subject so expressly wishes and if permitted by 

national law.  

Clause 4 

Obligations of the data exporter 

The data exporter agrees and warrants:  

(a) that the processing, including the transfer itself, of the 

personal data has been and will continue to be carried 

out in accordance with the relevant provisions of the 

applicable data protection law (and, where applicable, 

has been notified to the relevant authorities of the 

Member State where the data exporter is established) 

and does not violate the relevant provisions of that 

State; 

(b) that it has instructed and throughout the duration of 

the personal data processing services will instruct the 

data importer to process the personal data transferred 

only on the data exporter's behalf and in accordance 
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with the applicable data protection law and the 

Clauses; 

(c) that the data importer will provide sufficient 

guarantees in respect of the technical and 

organisational security measures specified in Annex 2 

to this contract; 

(d) that after assessment of the requirements of the 

applicable data protection law, the security measures 

are appropriate to protect personal data against 

accidental or unlawful destruction or accidental loss, 

alteration, unauthorised disclosure or access, in 

particular where the processing involves the 

transmission of data over a network, and against all 

other unlawful forms of processing, and that these 

measures ensure a level of security appropriate to the 

risks presented by the processing and the nature of the 

data to be protected having regard to the state of the 

art and the cost of their implementation; 

(e) that it will ensure compliance with the security 

measures; 

(f) that, if the transfer involves special categories of data, 

the data subject has been informed or will be informed 

before, or as soon as possible after, the transfer that 

its data could be transmitted to a third country not 

providing adequate protection within the meaning of 

Directive 95/46/EC; 

(g) to forward any notification received from the data 

importer or any subprocessor pursuant to Clause 5(b) 

and Clause 8(3) to the data protection supervisory 

authority if the data exporter decides to continue the 

transfer or to lift the suspension; 

(h) to make available to the data subjects upon request a 

copy of the Clauses, with the exception of Annex 2, 

and a summary description of the security measures, 

as well as a copy of any contract for subprocessing 

services which has to be made in accordance with the 
Clauses, unless the Clauses or the contract contain 

commercial information, in which case it may remove 

such commercial information; 

(i) that, in the event of subprocessing, the processing 
activity is carried out in accordance with Clause 11 by 

a subprocessor providing at least the same level of 

protection for the personal data and the rights of data 

subject as the data importer under the Clauses; and  

(j) that it will ensure compliance with Clause 4(a) to (i). 

Clause 5 

Obligations of the data importer 

The data importer agrees and warrants: 

(a) to process the personal data only on behalf of the data 

exporter and in compliance with its instructions and the 

Clauses; if it cannot provide such compliance for 

whatever reasons, it agrees to inform promptly the 

data exporter of its inability to comply, in which case 

the data exporter is entitled to suspend the transfer of 

data and/or terminate the contract; 

(b) that it has no reason to believe that the legislation 

applicable to it prevents it from fulfilling the 

instructions received from the data exporter and its 

obligations under the contract and that in the event of a 

change in this legislation which is likely to have a 

substantial adverse effect on the warranties and 

obligations provided by the Clauses, it will promptly 

notify the change to the data exporter as soon as it is 

aware, in which case the data exporter is entitled to 

suspend the transfer of data and/or terminate the 

contract; 

(c) that it has implemented the technical and 

organisational security measures specified in Annex 2 

before processing the personal data transferred; 

(d) that it will promptly notify the data exporter about: 

(i) any legally binding request for disclosure of the 

personal data by a law enforcement authority 

unless otherwise prohibited, such as a 

prohibition under criminal law to preserve the 

confidentiality of a law enforcement 

investigation, 

(ii) any accidental or unauthorised access, and  

(iii) any request received directly from the data 

subjects without responding to that request, 

unless it has been otherwise authorised to do 

so; 

(e) to deal promptly and properly with all inquiries from 

the data exporter relating to its processing of the 

personal data subject to the transfer and to abide by 

the advice of the supervisory authority with regard to 

the processing of the data transferred; 

(f) at the request of the data exporter to submit its data 

processing facilities for audit of the processing activities 

covered by the Clauses which shall be carried out by 

the data exporter or an inspection body composed of 

independent members and in possession of the 

required professional qualifications bound by a duty of 

confidentiality, selected by the data exporter, where 

applicable, in agreement with the supervisory 

authority; 

(g) to make available to the data subject upon request a 

copy of the Clauses, or any existing contract for 

subprocessing, unless the Clauses or contract contain 

commercial information, in which case it may remove 

such commercial information, with the exception of 

Annex 2 which shall be replaced by a summary 

description of the security measures in those cases 
where the data subject is unable to obtain a copy from 

the data exporter; 

(h) that, in the event of subprocessing, it has previously 

informed the data exporter and obtained its prior 

written consent; 

(i) that the processing services by the subprocessor will 

be carried out in accordance with Clause 11; 

(j) to send promptly a copy of any subprocessor 

agreement it concludes under the Clauses to the data 

exporter. 

Clause 6 

Liability 

1. The parties agree that any data subject, who has 

suffered damage as a result of any breach of the 
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obligations referred to in Clause 3 or in Clause 11 by 

any party or subprocessor is entitled to receive 

compensation from the data exporter for the damage 

suffered. 

2. If a data subject is not able to bring a claim for 

compensation in accordance with paragraph 1 against 

the data exporter, arising out of a breach by the data 

importer or his subprocessor of any of their obligations 

referred to in Clause 3 or in Clause 11, because the 

data exporter has factually disappeared or ceased to 

exist in law or has become insolvent, the data importer 

agrees that the data subject may issue a claim against 

the data importer as if it were the data exporter, unless 

any successor entity has assumed the entire legal 

obligations of the data exporter by contract of by 

operation of law, in which case the data subject can 

enforce its rights against such entity. 

The data importer may not rely on a breach by a 

subprocessor of its obligations in order to avoid its 

own liabilities. 

3. If a data subject is not able to bring a claim against the 

data exporter or the data importer referred to in 

paragraphs 1 and 2, arising out of a breach by the 

subprocessor of any of their obligations referred to in 
Clause 3 or in Clause 11 because both the data 

exporter and the data importer have factually 

disappeared or ceased to exist in law or have become 

insolvent, the subprocessor agrees that the data subject 

may issue a claim against the data subprocessor with 

regard to its own processing operations under the 

Clauses as if it were the data exporter or the data 

importer, unless any successor entity has assumed the 

entire legal obligations of the data exporter or data 

importer by contract or by operation of law, in which 

case the data subject can enforce its rights against such 

entity. The liability of the subprocessor shall be limited 

to its own processing operations under the Clauses. 

Clause 7 

Mediation and jurisdiction 

1. The data importer agrees that if the data subject 

invokes against it third-party beneficiary rights and/or 

claims compensation for damages under the Clauses, 

the data importer will accept the decision of the data 

subject: 

(a) to refer the dispute to mediation, by an 

independent person or, where applicable, by 

the supervisory authority; 

(b) to refer the dispute to the courts in the Member 

State in which the data exporter is established. 

2. The parties agree that the choice made by the data 

subject will not prejudice its substantive or procedural 

rights to seek remedies in accordance with other 

provisions of national or international law. 

Clause 8 

Cooperation with supervisory authorities 

1. The data exporter agrees to deposit a copy of this 

contract with the supervisory authority if it so requests 

or if such deposit is required under the applicable data 

protection law. 

2. The parties agree that the supervisory authority has the 

right to conduct an audit of the data importer, and of any 

subprocessor, which has the same scope and is 

subject to the same conditions as would apply to an 

audit of the data exporter under the applicable data 

protection law. 

3. The data importer shall promptly inform the data 

exporter about the existence of legislation applicable 

to it or any subprocessor preventing the conduct of an 

audit of the data importer, or any subprocessor, 

pursuant to paragraph 2. In such a case the data 

exporter shall be entitled to take the measures 

foreseen in Clause 5 (b). 

Clause 9 

Governing Law 

The Clauses shall be governed by the law of the Member State in 

which the data exporter is established (namely per the overhead 

agreement). 

Clause 10 

Variation of the contract 

The parties undertake not to vary or modify the Clauses. This 

does not preclude the parties from adding clauses on business 

related issues where required as long as they do not contradict 

the Clause. 

Clause 11 

Subprocessing 

1. The data importer shall not subcontract any of its 

processing operations performed on behalf of the data 

exporter under the Clauses without the prior written 
consent of the data exporter. Where the data importer 

subcontracts its obligations under the Clauses, with 

the consent of the data exporter, it shall do so only by 

way of a written agreement with the subprocessor 

which imposes the same obligations on the 

subprocessor as are imposed on the data importer 

under the Clauses. Where the subprocessor fails to 

fulfil its data protection obligations under such written 

agreement the data importer shall remain fully liable 

to the data exporter for the performance of the 

subprocessor's obligations under such agreement.  

2. The prior written contract between the data importer 

and the subprocessor shall also provide for a third-

party beneficiary clause as laid down in Clause 3 for 

cases where the data subject is not able to bring the 

claim for compensation referred to in paragraph 1 of 

Clause 6 against the data exporter or the data 

importer because they have factually disappeared or 

have ceased to exist in law or have become insolvent 

and no successor entity has assumed the entire legal 
obligations of the data exporter or data importer by 

contract or by operation of law. Such third-party liability 

of the subprocessor shall be limited to its own 

processing operations under the Clauses. 

3. The provisions relating to data protection aspects for 

subprocessing of the contract referred to in paragraph 1 

shall be governed by the law of the Member State in 

which the data exporter is established (namely as set 

out in the overhead agreement). 
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4. The data exporter shall keep a list of subprocessing 

agreements concluded under the Clauses and notified 

by the data importer pursuant to Clause 5 (j), which shall 

be updated at least once a year. The list shall be 

available to the data exporter's data protection 

supervisory authority.  

Clause 12 

Obligation after the termination of personal data 

processing services 

1. The parties agree that on the termination of the 

provision of data processing services, the data 

importer and the subprocessor shall, at the choice of 

the data exporter, return all the personal data 

transferred and the copies thereof to the data exporter 

or shall destroy all the personal data and certify to the 

data exporter that it has done so, unless legislation 

imposed upon the data importer prevents it from 

returning or destroying all or part of the personal data 

transferred. In that case, the data importer warrants 

that it will guarantee the confidentiality of the personal 

data transferred and will not actively process the 

personal data transferred anymore. 

2. The data importer and the subprocessor warrant that 

upon request of the data exporter and/or of the 

supervisory authority, it will submit its data processing 

facilities for an audit of the measures referred to in 

paragraph 1. 
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ANNEX 1 

Data exporter 

The data exporter is Customer or End User. The data exporter 

stores the data in the Service provided by data importer. 

Data importer 

The data importer is Provider. Data importer provides data 

exporter with function to store data when providing the Service. 

Data subjects 

Employees, including temporary and prospective employees, 

relatives, guardians and associates of the individual, existing and 

prospective customers, suppliers, visitors or registrants at offices, 

web sites and/or events, employees of corporate business 

associates (e.g., resellers of Provider products and services), 
advisors, consultants and other professional experts, Customer, 

End User and other categories as relevant to the Services.Data 

subject may include individuals who may transfer the personal 

data to the End Users of the Service provided by data importer.  

Categories of data 

All the EEA Personal Data that Customer and End User uploads 

or stores on the AI Translation Platform, which includes Data 

subject’s name, address, email address, phone number, title, 

organization etc. 

Processing operations 

Processing operations are limited to the extent necessary to 

provide the Services. 
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ANNEX 2 

This Annex forms part of the Clauses and must be completed 

and signed by the parties. 

The data importer shall comply with the following: 

Data importer shall implement appropriate technical and 

organizational measures to ensure a level of security appropriate 

to the risks that are presented by the Processing (in particular 

risks from accidental or unlawful destruction, loss, alteration, 

unauthorized disclosure of, or access to Personal Data 

transmitted, stored or otherwise Processed), including: 

(a) the use of pseudonymisation and encryption of 

Personal Data, where necessary and appropriate;  

(b) measures to ensure the ongoing confidentiality, 

integrity, availability and resilience of data 

importer’s systems and Services, where necessary 

and appropriate;  

(c) the ability to restore the availability and access to 

Personal Data in a timely manner in the event of a 

physical or technical incident, where necessary and 

appropriate;  

(d) a process for regularly testing, assessing and 

evaluating the effectiveness of technical and 

organizational measures for ensuring the security of 

the Processing of Personal Data, where necessary 

and appropriate; 

(e) any other measures mandatory for data importer 

pursuant to applicable data protection laws.  
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APPENDIX 4-1 – Individual EEA Member States  

Germany - Exceptions to Provider’s exclusion of liability under 

Section 7.2 of Appendix 5 Part C shall also include the 

following : (i) in case of death, body injury or health damage 

and (ii) in case of slight negligence of Provider in the 

performance of the Services to the extent a duty is breached 

which is material to the achievement of the contractual purpose 

(so-called cardinal obligations), in which case Provider’s liability 

shall be limited to damages which are typical and foreseeable 

for this kind of Service. 

UK - Exceptions to Provider’s exclusion of liability under 

Section 7.2 of Appendix 5 Part C shall also include the 

following: (i) death or personal injury resulting from Provider’s 

negligence, and (ii) any liability for fraud or fraudulent 

misrepresentation. 
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ATTACHMENT 2 TO APPENDIX 4  

LIST OF PROCESSORS  

 

Processor Location Address 

Mirai Translate, 

Inc. 

Japan Shibuya Higashiguchi 

Building 2F,  

2-22-3 Shibuya, 

Shibuya-ku, Tokyo 

150-0002, 

NTT Com 

Engineering Corp 

Japan Seavance N  

1-2-1 Shibaura, 

Minato-ku,Tokyo 

105-0023 

 

 

 
 

 

 

 

 

 

 

 

 

 

 

 

 


